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Attachments:
 
1. Overall Description:

SA2 has a release-18 study item on enhancement of 5G UE Policy (FS_eUEPO), which has key issues and solutions documented in TR 23.700-85. 
Among the key issues, the KI#1 (clause 5.1) is addressing the provisioning of URSP in roaming scenarios. For the solutions identified for KI#1 in TR 23.700-85 (e.g. solution#1, #2, #3, #4, #5, #6, #27, #28, #29), some solutions follow existing principle of requiring HPLMN to provide the rules to UE, and other solutions allow VPLMN (V-PCF) to provide URSPs to UE directly. 
When evaluating the two approaches, SA2 noticed that up till Rel-17 although the existing URSP provisioning only allows the UE to accept URSP rules from HPLMN, as defined in TS 23.503, there is no mechanism to enforce this principle, since in the roaming scenario the URSP from HPLMN (H-PCF) is always provisioned to the UE via the VPLMN (V-PCF) and there is no procedure for UE to verify if the received URSP rules associated with the HPLMN ID have not been intercepted and modified by the VPLMN. 

SA2 would like to ask SA3 to provide feedbacks on the protection of the URSP rules from the HPLMN:

· Do SA3 consider protection of the URSP rules provisioning in roaming scenarios adequate in Release -15 to Release-17 e.g. based on trust relationships between HPLMN and VPLMN? 

· Since SA2 is studying enhancement options for provisioning URSP in roaming scenarios (ref. KI#1 of TR 23.700-85) do SA3 see the need to enhance the security/integrity protection of URSP rules when provided from HPLMN and/or VPLMN? 
2. Actions:

To SA3: 
ACTION: 
SA2 kindly ask SA3 to answer the questions above and provide any feedback necessary. 
3. Date of Next TSG SA WG2 Meetings:

TSG-SA2 Meeting #153
10-14 October 2022
Electronic meeting

TSG-SA2 Meeting #154
14-20 November 2022
TBD
